Spampal Instructions

· Install Spampal. Accept all defaults.

· Select Start Spampal at end of installation

· At the Welcome to Spampal screen, click on the Next button

· Select Medium filter, click next

· Put checkmark beside all filters, then click Finish

· A purple umbrella is now in the system tray. Right-click, select options

· Under Blacklists>Countries, select all countries listed, except any you receive mail from

· Under Connections, click on Add Port, then select SMTP server and put in the SMTP server name (smtp.mts.net).  

· Check to see what port POP is using. If it is using 1110, change the port in Mail>Internet mail service>Advanced

· In Internet Mail services, change POP server to 127.0.01, moving the actual POP server after the account name so that the account name reads something like  accountname@pop.mts.net 

· Change the SMTP server to 127.0.0.1

· Create new folder under the Inbox called spam.  

· Under Tools>Rules Wizard, create new rule: 

· Click New, select Check Messages when they arrive  <Next>

· Check With specific Word in the Subject, click on Specific Word link in Rule Description box and type **SPAM** and click Add, then OK <Next>

· Check Move it to the specified folder, then click on specified folder link in Rule description box.  Select the Spam folder created earlier under Inbox. <Next>

· Unless there is a reason, there will be no exceptions to the rule <Next>

· Keep default name for specified name, click Finish. 

· Have e-mail client check for mail, verifying the configuration works.  (say OK to any DNSLB warnings, as they only appear first time checking for mail). 

